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Abstract: In wireless communication, energy efficiency is a crucial 
consideration. Wireless sensor networks (WSNs) are made up of a large 
number of sensor nodes scattered across a wide geographic area. When WSNs 
and the internet of things (IoT) come together, they create a complex network 
with interconnected devices of heterogeneous type. Energy restoration becomes 
crucial in order to prolong network lifespan and avoid sensor node (SN) 
failures. In order to overcome delays, a protocol that reduces energy loss while 
enhancing overall network performance is crucial. In this paper, we suggest the 
strategic cluster head selection (SCHS) model, a unique strategy for dealing 
with the task of choosing the best cluster head (CH) as a linear programming 
problem. Comparative simulations show that SCHS performs better than 
popular protocols like LEACH and PEGASIS in terms of average energy 
consumption, SN residual energy, sensing energy, and average network delay. 
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1 Introduction 

Rapid innovations in micro-electro-mechanical systems (MEMS) and embedded systems 
have contributed for a plethora of sensors, including temperature, pressure, vibration, 
humidity, flow, and position, among others, that are used to collect data in a variety of 
applications, including health monitoring, smart city, smart industry, surveillance, and 
smart grid, among others (Haseeb et al., 2020). Self-configuration, in which each sensor 
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node (SN) configures itself with its nearby nodes and builds a routing path to the target, 
is one of the fundamental benefits of wireless sensor networks (WSNs) (Haseeb et al., 
2020; Shukla and Tripathi, 2020). Finally, the sensor’s data is sent to the data centre so 
that it may be processed and analysed quickly, avoiding societal and economic harm. It 
also minimises the complexity of hardware and human resources. 

The internet of things (IoT) has emerged as the most promising technology to 
facilitate connectivity across various smart devices, objects, and things via the internet 
(Gopika and Panjanathan, 2020). By 2020, more than 50 billion devices will be 
connected to the internet, according to a CISCO estimate (Kaya et al., 2020). Radio 
Frequency Identification (RFID) and WSN are two of the most common IoT data 
providers. RFID tags are utilised to identify different devices in most industry automation 
procedures. Sensor data including vibration, temperature, humidity, pressure, and pictures 
are also utilised to assess product quality and gadget durability (Haseeb et al., 2020). 

The recent advancements in WSNs and IoT, have facilitated in managing industrial 
automations without the involvement of humans (Haseeb et al., 2020; Shukla and 
Tripathi, 2020; Gopika and Panjanathan, 2020). This entails several advantages, 
including:  

1 enhanced productivity and product quality 

2 reduced routine checks 

3 better safety standards 

4 minimisation of number of personnel involved in automating a task, resulting in 
cheaper operating costs. 

The nodes in WSNs must have enough battery power to support high data rates for 
accomplishing such mission critical tasks ((Haseeb et al., 2020). However, one of the 
major issues pertaining to WSNs is the constrained availability of node battery power, 
reducing the overall lifetime of the WSN. One of the most essential goals in WSNs is to 
reduce energy usage because SNs are installed in regions where battery replacement is 
difficult. SNs utilise energy to respond to query requests and to transmit and receive data 
(Gopika and Panjanathan, 2020). There could be several clusters in WSNs. The SNs 
associated with a cluster deliver their captured data to the cluster heads (CHs) assigned to 
them. From round to round, the CHs may alter. The sensory data is acquired by a CH and 
is transmitted to the base station (BS). There may be functionality for single or multi-hop 
for transferring data to the CH from different SNs. The SNs in single hop consume 
comparatively higher battery power since their distance from CH increases, but SNs in 
multihop consume lower battery power since their distance from CH decreases 
(Heinzelman et al., 2000). 

This paper proposes the strategic cluster head selection (SCHS) model as a method 
for selecting optimal CH in WSNs. The SCHS model primarily considers objective 
function for minimising energy consumption (EC) and delay subject to two primary goal 
functions, i.e., energy level and distance of the nearest nodes. For this purpose, the 
constrained linear programming approach is used in our study. The model considers 
variables like the residual energy of SNs as well as communication path features like 
average intra-cluster distance among the SNs and the distance of SNs from the sink for an 
optimal CH selection with energy efficiency. The performance of the SCHS model is 
studied with well-known clustering models such as LEACH and Pegasis, through 
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simulation experiments. In Figure 1, an overview of the IoT-based WSN setting for 
communication between CHs and BS is provided. 

Figure 1 IoT-based WSN setup for communication between CHs and BS (see online version  
for colours) 

 

2 Literature review 

In Banđur et al. (2019), the use of WSN for smart agriculture applications was 
investigated. The paper’s major objective was on reduction of power consumption for 
varying WSN components over physical and functional levels. The analysis contained 
comparison of conventionally used protocols over the physical layer, data, and network 
layers, as well as a discussion of their energy efficiency. The results of the research 
provided efficient identification of major power consuming SNs, the quantity of their 
consumption, and a thorough understanding of the essential modalities that must used to 
increase energy efficiency of WSNs. 

In terms of multi hop – single hop communication and multi hop – multi hop 
communication, a sophisticated apprehension of chain routing protocols in WSNs that are 
successors to PEGASIS was presented in Khedr et al. (2021). The work presented an 
overview of the issues in building routing protocols for WSNs, followed by a qualitative 
survey focused on chain routing protocols along with details, benefits, and main 
drawbacks corresponding to each technique. Further, the features of the chain routing was 
presented along with the metrics that are used to evaluate performance. 

The work proposed in literature Chithaluru et al. (2020), conceptualised the IoT 
framework to build a green-WSN that would improve sensor-based communication in 
future smart cities. Taking into account the criticality of appropriate steps for avoiding 
energy exhaustion in WSNs, this study offered an improved-adaptive ranking based 
energy-efficient opportunistic routing (I-AREOR) protocol which considers regional 
density, distance, and residual energy to balance EC and to maximise the network 
lifetime. Here, it was observed experimentally that the first node death, half node death, 
and ultimate node death were the main barriers to increasing energy efficiency. As a 
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result, the suggested approach had considered regional density, relative distance of SNs, 
and the residual energy of the SNs to provide an explicit solution for extending the period 
of first node death. 

Due to the open and resource constrained nature of IoT with WSN support, energy 
efficiency, and security, all of which are crucial for quality of service (QoS), remains a 
challenge till date. Keeping in mind the lack of high-level security mechanism for energy 
efficient WSNs, the work in Sujanthi and Kalyani (2020) proposed secure deep learning 
technique referred to as SecDL. This research dominated the problem of energy efficient 
security mechanism for WSN-IoT networks with dynamic clusters. To increase energy 
efficiency, the network was built as bi-centric hexagons using mobile sink technology. 
The dynamic clusters were established, and the best CHs were chosen using the quality 
prediction phenomenon to assure QoS and energy efficiency. 

In the research Kang and Choo (2018), a global positioning system (GPS)-based 
energy-efficient routing technique was presented. Their proposed approach used beacon 
messages from the primary route nodes to track the location of the destination SNs. In 
comparison to current routing techniques like ladder diffusion and the energy-efficient 
ant-based routing algorithm (EEABR), the suggested approach was observed to increase 
the data packet delivery rate and reduce the overheads associated with routing control 
messages in the IoT network. 

The paper in Preeth et al. (2018), presented energy-efficient clustering based on 
adaptive fuzzy rules and immune-inspired routing that was referred to as (FEEC-IIR) 
protocol for WSN aided IoT system to mitigate the concerns of low battery life and 
energy efficient selection of CHs. For the optimal CH selection, an energy-efficient 
clustering technique employing the AF-MCDM, an approach towards the adaptive fuzzy 
multi-criteria decision making that combines the fuzzy AHP (Wu et al., 2007; Huang  
et al., 2020) and TOPSIS (Hamzeloei and Dermany, 2016) methods, was developed. The 
primary elements that may influence the selection of CHs include metrics like energy 
parameter, QoS impact, and node placement, where each of these criterion contained a 
number of sub-criteria. Hence, to improve data transmission dependability, an immune-
inspired optimisation technique was applied for routing. It was observed from the 
research that cluster-based routing was a cost-effective way to reduce EC in IoT. When 
compared to existing clustering and routing approaches, the experimental results showed 
that the FEEC-IIR model enhanced QoS metrics such as throughput, IoT network 
durability, end-to-end delay, and channel load, as well as other considerations like packet 
loss ratio, packet delivery ratio, buffer occupancy, bit error rate (BER), jitter, and EC. 

Rechargeable WSNs provide effective data services for a variety of IoT applications 
since the sensors may be recharged continually (Guo et al., 2021). According to dynamic 
recharging planning, improving energy economy in networks with excellent QoS is 
essential. As a result, the paper Guo et al. (2021) offered a lifespan-balanced routing that 
is energy-efficient. In this case, the optimisation problem of optimising the recharging 
payout was addressed using the heuristic technique, which enabled dynamic modification 
for the ratio of moving time to recharging time based on node energy levels. Then, QoS 
routing was built using a multi-hop method that takes into account different related 
parameters. A lifespan indicator for energy was developed. In order to intelligently 
maximise the minimal lifespan of all nodes, the lifetime balancing strategy based on 
global relay range management was developed in conjunction with QoS routing. 

The power limitations of WSN have become a challenge in the IoT network. One 
among a number of factors influencing power consumption in an SN is the routing 
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protocol. The work in Ramadhan and Munadi (2021), extended the mechanism of 
PEGASIS framework to provide maximum life-time of WSN in IoT-enabled systems. 
Here, instead of passing the packets directly to the sink node, it facilitated CHs to form 
chain connections. The packets would be transferred from one CH to the next until it 
reaches the leader node (LN). Furthermore, the LN closest to the sink node in terms of 
distance was chosen. The proposed technique was based on comparisons with simulation 
findings from LEACH and PEGASIS. 

3 Proposed framework 

This section will provide the EC models for studying performance of IoT-based WSN. 
These models are further utilised to derive performance parameters for proposed SCHS 
model with other models. The study developed strategy for providing energy-efficiency 
and sustainability in SNs and eliminating delays for transmission of data frames in IoT 
network (Natesan and Krishnan, 2020; Ghosh et al., 2020; Biswas et al., 2020; Dhumane 
et al., 2020). The comparison is provided with two well-known protocols such as LEACH 
and Pegasis (Heinzelman et al., 2000; Khedr et al., 2021). The LEACH, signifies a WSN 
routing protocol with an emphasis on SN power usage. However, because the LEACH 
protocol’s CH passes packets straight to the sink node, CHs that are further away from 
the sink node will exhaust its energy more quickly than a nearby one (Heinzelman et al., 
2000; Iwendi et al., 2021; Wang et al., 2018; Thomas et al., 2021; Jerbi et al., 2019). The 
Pegasis protocol uses chaining mechanism to associate SNs and for CH selection, which 
further leads to long links, delays, and complexity in topological arrangement of SNs 
(Khedr et al., 2021; Gupta and De, 2021; Hester et al., 2017; Bourmada and Bilami, 
2017; Kumar and Mathur, 2017; Singh and Rishiwal, 2020; Slimani et al., 2020). In 
comparison to the above discussed techniques, the proposed SCHS method has a longer 
lifetime, lesser delay, and provides suitability for heterogeneous IoT networks with more 
number of deployed SNs (Hester et al., 2017; Slimani et al., 2020). 

3.1 Energy consumption (EC) model 

It is critical to model an autonomous IoT network’s energy usage for various jobs before 
designing it. Each task uses a certain amount of power for a set amount of time. In order 
to optimise the energy usage by the SNs in the IoT network and facilitate long 
communication range, it is considered in consistence with the low power wide area 
network (LP-WAN) communication protocol specifically allowing long range 
communication at lower bit rates. 

The EC model for CH selection in WSNs is presented in this section. The following is 
a list of the energy consumed by various activities: 

• EC for sensing: The energy usage as a result of the deployed sensors sensing in the 
IoT environment is significant to estimate in order to maintain the efficacy of overall 
IoT network. One of the most significant qualities of sensors is their ability to sense 
a system, which connects SNs to the actual environment. For some SNs deployed in 
an IoT setting such that xi∈X (say) and  
i = {1, 2, 3, …, n}, then the amount of energy used by a SN to sense something may 
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be denoted as Esence(xi). Hence, we obtained the formulation to EC for sensing xi 
sensors as provided below: 

( ) * * * ( )sense i s packetE x τ N v t x=  (1) 

where τs represent the amount of current to sense the Npacket being transmitted by SNs 
xi in the IoT network, v denoted the supplied voltage, and t(x) gives time duration for 
the sensing session. 

• Transmission energy: The energy consumed for transmitting Npacket transmission 
frames by xi SNs in the IoT network is given as follows: 

0

0

* * * ,
( )

* * * ,
txrx packet amp packet

Tx i
txrx packet fs packet

e N τ N δ δ δ
E x

e N τ N δ δ δ
+ ≤

=  + >
 (2) 

where etxrx provides EC for single SN in IoT network for transmitting and receiving 
the Npacket transmission data frame over a network, τamp denoted amplification factor 
used for tuning network performance, τfs is the amplification factor for free space 
model in IoT network, δ provided distance for any pair of SNs in the network, and 
finally δ0 gives the average threshold distance. 

• Energy for receiving the data frames: The total energy consumed for receiving or 
capturing data frames in IoT network corresponding to Npacket transmission frames by 
xi SNs is given by 

( ) *Rx i txrx packetE x e N=  (3) 

Here, in equation (3) ERx(xi) provided formulation for total EC in IoT network for 
receiving the data frames by xi nodes. 

• Energy for transitioning states: In our considered IoT network, the transition takes 
place between two sensor states, i.e., an active sensor state and passive sensor state. 
Therefore, the energy consumed to switching between the two states for xi SNs is 
given as below: 

( )( )pa i pa i
i

E x e=  (4) 

where epa denotes energy for transitioning between states for a single SN and has 
been expressed as sum of ith nodes in the network. 

• Total energy of the network: Having obtained the above formulations for computing 
the energy usage by the IoT network we could easily obtained the overall EC. Thus, 
using equations (1) through (4), we get the total EC as below: 

( ) ( ) ( ) ( ) ( )total i sense i Tx i Rx i pa iE x E x E x E x E x= + + +  (5) 

• Residual energy: For some xi SNs, the residual energy can estimated by considering 
the difference of the initial energy level for xi SNs and the total energy for xi SNs 
obtained by adding the energy depleted while the SN was in each state. We obtain 
the mathematical formulation for residual energy of nodes as the function Er(xi) 
given in equation (6) below 
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( ) ( ) ( )r i init i total iE x E x E x= −  (6) 

3.2 Delay model 

In a time-constrained IoT-based WSNs environment, delay is a crucial QoS parameter for 
data forwarding. Delivery of time-critical events to the sink or BS within a particular 
deadline is a crucial feature for achieving QoS in IoT environments for the success of 
certain delay-aware applications like remote healthcare applications, military 
surveillance, monitoring of industrial automation, disaster management, and so on. In 
IoT, the end-to-end delay for transmission of data frames from one communicating 
device to another is of utmost importance. Like other QoS characteristics such as energy 
of nodes, dependability amongst nodes, data correctness, and coverage, the estimation of 
delay for the network is regarded as a significant parameter in determining the efficacy of 
the routing model for CH selection. 

Thus for our considered network, the average delay in the network is considered as 
φavg which is represented by the difference in the transmission time for xi SNs in the 
physical layer (destination node) and the transmission time for SNs in the application 
layer (source node). Thus, equation (7) provides the formulation used for estimating the 
average transmission delay for the IoT network as follows: 

_ _( ) ( )avg phy dest i app src it x t x= −φ  (7) 

where gives the transmission time for destination nodes in the physical layer and provides 
the transmission time for source nodes in application layer. 

3.3 Strategic CH selection (SCHS) model 

In this section, proposed SCHS model for energy efficient CH selection is developed. 
The proposed SCHS model serves the fundamental goal for selecting an optimal number 
of CHs from a set of SNs based on energy-efficient standards to increase the network’s 
lifespan. The model operates by considering criterion such as residual energy of the SNs, 
as well as different distance characteristics such as the distance from the sink and the 
SNs’ average intra-cluster distance, are taken into account for energy efficiency and 
optimal CH selection. 

Now, considering k1 to be a function representing the CHs’ sink distance and the 
average intra-cluster distance. Hence, for optimal CH selection, we must reduce the value 
k1. For k2 being a function that is the inverse of the total current energy of all the CHs, the 
objective function Ki can be minimised for achieving optimal value of CH selection as 
obtained in equation (8). 

1 2* (1 )*iMin K μ k μ k= + −  (8) 

Subject to constraints: 

( ) max, , ,i j i jd x C d x X C C≤ ∀ ∈ ∈  (9) 

max( , ) ,j jd C B T C C≤ ∀ ∈  (10) 

,1j jC CE π j n> ≤ ≤  (11) 
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0 1,μ< <  (12) 

1 20 , 1k k< <  (13) 

From equation (9) it can be noted that the distance of the xi nodes in the IoT network with 
the Cj CHs require to be less or equal to the maximum communication distance or range 
for a SN signified by dmax in order to satisfy the objective function in  
equation (8). Hence, dmax can be obtained by maximising the below expression which is 
given as follows: 

( ) ( )( ) ( ) ( )( )( )2 22 2
max ,x x y y x x y yd a b a b a c a c= − + − − + −  (14) 

where a(x, y), b(x, y), and c(x, y) denote the SNs in the IoT network with x and y as 
coordinates. It is pertinent to note that dmax denotes the maximum range between two SNs 
to facilitate communication, after which communication ceases. Therefore, our goal is to 
set d(xi, Cj), such that it is always less or equal to dmax in order to ensure uninterrupted 
communication between SNs while providing efficient selection of CHs. 

In the constraint provided in equation (10) the distance between Cj and transmitting 
BS B is provided which requires to be less or equal to the maximum transmission range 
Tmax. The constraint in equation (11) indicates that the energy ECj for Cj CHs must be 
higher than average set threshold energy level 

jCπ  for Cj CHs. 

Further, the constraints in equations (12) and (13) ensures balance between weights of 
residual energy and distance between nodes, where μ signifies the control parameter such 
that neither of the both have weights 0% or 100% as in equation (12), i.e., residual energy 
for a SN should not be over-utilised or under-utilised. Similarly for the distance function 
of the nodes, i.e., k1 and k2 should not be in complete proximity or too far-away from the 
sink as indicated in equation (13). 

At this point, it is worthwhile to mention that the ratio between the control k1 and k2 
given as k12 should be optimised in order to provide a better choice of CH selection for 
the proposed SCHS model. Therefore, we normalise the above objective function in 
equation (8) as below: 

( ) ( )
1

1:2 2

min( )
max mini

k kK
k k
−=

−
 (15) 

Thus, equation (15) normalised the two control variables k1 and k2 in such a manner 
between [0, 1] that it manages to efficiently reduce their linear combination. 

From Figure 2 the control flow diagram for the proposed SCHS model can be 
observed. It is clear from the figure that initially the network parameters are setup like the 
simulation area, number of SNs to be deployed, location of BS, initial energy of nodes, 
number of transmission frames, and other important network parameters mentioned in the 
later section. The energy-efficient selection of CHs is done by employing SCHS model, 
subject to the objective function Ki. The distance corresponding to d(xi, Cj) and d(Cj, B) is 
achieved for the given network. 

Finally, jCE  is compared with the threshold energy level 
jCπ  for jth clusters in the 

network setting. The energy of Cj CHs is compared for estimating their residual energy 
level. If ,j jC CE π<  the CH is observed to possess lower residual energy and is about to 
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die, therefore the present CH is terminated. If ,j jC CE π>  then the CH possess residual 
energy above the average set threshold and hence can participate in the network. 

Figure 2 Control flow for the proposed SCHS model (see online version for colours) 

 

4 Experimental results 

The experimentations have been conducted in a simulated IoT-based WSN environment 
with 500 SNs deployed across a desired sensing area of 400 × 400m2. using NS2 
simulator. The LP-WAN framework has been used to establish the interconnection 
between the nodes which operates at a frequency of 868 MHz. The initial energy for each 



   

 

   

   
 

   

   

 

   

    Dynamic framework towards sustainable and energy-efficient routing 89    
 

    
 
 

   

   
 

   

   

 

   

       
 

node was fixed at 3.6 mJ. The EC for transmitting and receiving was specified to 0.012 
mJ and 0.321 mJ respectively. The specific value corresponding to the simulation 
parameters used for setting up the IoT network is provided in Table 1 which is consistent 
with the EC model presented in Section 3.1. Pertaining to those parameters we compare 
and contrast the performance of the proposed SCHS model with two other popularly used 
baseline models viz., LEACH (Heinzelman et al., 2000) and Pegasis (Khedr et al., 2021). 
Table 1 Simulation parameter specification 

Parameters Values 
Network area 400 × 400 m2 
BS location 50 × 550 m2 
Number of SN 500 
Einit(xi) 3.6 mJ 
etxrx [0.012 mJ, 0.321 mJ] 
Npacket 1,500 bits/s 
τamp 1e-9mJ/bit/m2 

τfs 2e-9mJ/bit/m2 
dmax ≤ 5 m 

jCπ  1.5 mJ 

δ0 1.5 m 
v 0.0045 V 

5 Performance evaluation 

Although the LEACH and Pegasis are one of the most popularly used hierarchical routing 
algorithms till date, they suffer some issues as the network size increases and the failure 
of SNs occurs. This encounters major challenges for implementation in  
IoT-based environments as they require fault-tolerance and reliable communication. 
Apart from this, these routing algorithms also face some limitations like delay overheads 
while transmitting and receiving of data frames, and varying network topology (Khedr  
et al., 2021). Further, the CH selection policy of LEACH is based on the threshold 
function rather than residual energy approach which further leads to deterioration of 
performance. Thus, in context to above challenges the proposed SCHS model is observed 
to improve performance in terms of energy efficiency and average delay in transmitting 
and receiving the packets in a heterogeneous IoT network. Further, intra-cluster distance 
and distance between sink nodes was considered in proposed SCHS model for obtaining 
energy-efficient selection of CHs. Thus, we provide comparison of our proposed SCHS 
model with LEACH and Pegasis models since it overcomes most of the shortcomings of 
these models. The results provided in Figures 3 through 6 provide performance of SCHS 
model with LEACH and Pegasis models for different performance metrics like average 
EC, energy consumed by each model for sensing, residual energy after implementing the 
models, and the average delay for models considered in this study. 
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Figure 3 Average energy consumption for different number of SNs deployed (see online version 
for colours) 

 

Figure 4 Energy consumed for sensing along with simulation rounds (see online version  
for colours) 

 

The comparison of SCHS model to the baseline routing algorithms, i.e., LEACH and 
Pegasis is shown in Figure 3. In comparison to the previous techniques, the SCHS 
performs better, as seen in Figure 3 for the average energy consumed by the IoT network 
considered over different number of SNs. The number of SNs is represented on the  
X-axis, while the average energy consumed taken in mJ units is represented in Y-axis of 
Figure 3. It is obvious from Figure 3 that SCHS model has a relatively lower EC and 
therefore would have longer network lifetime than baseline methods. 
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Figure 5 The residual energy with number of simulation rounds (see online version for colours) 

 

Figure 6 Average delay of the IoT network with number of SNs (see online version for colours) 

 

The EC for sensing by each node in the simulated IoT network taken in mJ was provided 
in Figure 4 and was considered for 250 simulation rounds. It was observed at the end of 
the simulation number 250 that the energy consumed for sensing by the SCHS model for 
a node was Esense(xi) = 19.01 mJ, but Esense(xi) for LEACH and Pegasis was 19.78 mJ and 
19.67 mJ respectively. 

Figure 5 gives the plot for residual energy of the IoT network taken in mJ for 
different simulation rounds varying between 0 to 250. In comparison to the baseline 
models, the residual energy of the deployed nodes in SCHS is higher. Figure 5 shows that 
after 250 simulation rounds, the average residual energy for proposed SCHS model is 
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Er(xi) = 13.0 mJ, while residual energy for LEACH was Er(xi) = 10.0 mJ and for Pegasis 
was Er(xi) = 9.0 mJ. 

The average delay for the IoT network taken in seconds was compared with respect to 
the number of deployed SNs in the simulation setup as provided in Figure 6. It is 
observed from the plot that the proposed SCHS model has lower average delay as 
compared with baseline LEACH and Pegasis models. 

6 Optimality analysis of SCHS model 

The selection of input parameters under constrained conditions and their normalisation 
procedure in SCHS model ensures uniform EC and extend network life till the battery 
runs out. The proposed SCHS model’s optimality is attained on the following basis: 

1 Using the distance function and the optimum number of CHs, i.e., Cj, the normalised 
value of the maximum distance between SNs and CHs is computed as shown in 
equation (9), which aids in assuring consistent EC of the SNs, and improving 
network energy efficiency. 

2 The normalised value of average distance between CHs and the BS taken as d(Cj, B) 
is calculated as equation (10) by taking into account the SNs’ maximum transmission 
range Tmax, which ensures the centre position with its member nodes, improves RSS 
quality, and saves a significant amount of battery energy by reducing data 
transmission over a long distance. It can observed in the Figure 4, that the energy 
consumed for sensing for SCHS model is relatively better in comparison with other 
two models. Also it is observed from Figure 6 that the average delay is extensively 
reduced for the proposed SCHS model as a result of optimal distance between BSs 
responsible for transmitting the received data frames. 

3 The normalised value of residual energy is calculated using the greatest residual 
energy of the neighbour node instead of the SN’s beginning energy, as shown in 
equation (11). It makes good use of the average energy threshold value jCπ . If we 
utilise the SN’s beginning energy to normalise the residual energy, the value of 
normalised residual energy drops over time, lowering the likelihood of becoming a 
CH and increasing the delay. The optimality of SCHS model in terms of residual 
energy can be seen in Figure 5, which is compared with LEACH and Pegasis. 

Because an effective normalisation approach is used for selecting the goal functions k1 
and k2 (in equation (14)), the suggested SCHS method provides a more stable network 
lifetime than LEACH and Pegasis. 

7 Conclusions and future scope 

This work provided an energy-efficient CH selection using the constrained linear 
programming approach for optimal CH selection. The metric for intra-cluster 
communication of the proposed SCHS model’s energy efficiency, distance between 
nodes, residual energy, and average delay was provided alongside LEACH and Pegasis 
clustering techniques. The EC models were provided which facilitated computation of 
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different performance metrics for the proposed SCHS model. The expression to obtain 
the average delay in the IoT network was given. The simulation experiments were 
provided to justify the efficiency of proposed SCHS model with LEACH and Pegasis. 
The model was tested with a variety of circumstances encountered in IoT-based WSNs. 
The suggested SCHS model outperforms existing algorithms in terms of overall EC, 
energy utilised for sensing, residual energy and the average delay in the network for 
transmission of data frames received by the BS, according to the experimental results 

In the future, we would plan to use a meta-heuristic scheme to construct a routing 
algorithm for improving performance of the present model. We will explore several 
concerns such as energy balancing and WSN fault tolerance when developing such a 
model. We also plan to build the robust simulation technique for heterogeneous WSNs 
with would be in close approximation with realistic IoT networks. 
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